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GoldMine Mobile BIS-B Configuration
1. Vaultus Server Configuration

Following steps assume that your Vaultus server is behind the firewall and is made externally available via NAT
a. Set up a fully qualified hostname which when accessed internally resolves to the internal IP of the machine where Vaultus server is installed and resolves to the external IP assigned to the machine when the same hostname is accessed externally (outside of the firewall).

b. Open up AuthServiceList.config file located in your Vaultus server installation at Vaultus\VAS\config\AuthServiceList.config and replace INETADDRES property with the fully qualified hostname from step (a) and make sure you are able to start both Vaultus services. If the VMP Authentication Server service does not start then make sure that the fully qualified hostname specified in AuthServiceList.config file for INETADDRESS property resolves to the IP address assigned to the Vaultus server.

c. Make sure that connection to ports 11011 and 11711 on the fully qualified hostname are open in the firewall. You can verify this by running telnet command from outside your firewall – open up a command prompt and if you see blank window after typing these commands on the prompt, it means that the connection to these ports were successful
i. telnet hostname 11011
ii. telnet hostname 11711

Please note that Hosted ISP’s are not supported due to the above configuration limitations.

2. GoldMine Mobile Client Configuration
a. Install GoldMine Mobile app on BlackBerry device using GoldMine3.0.33_BISB.zip file provided with the distribution. This already has the client settings required for using BIS B.

b. Once GoldMine Mobile is successfully installed on the device, from BlackBerry home screen, go to Options(Vaultus(CLIENTSERVICE and set AUTH_SERVER to the fully qualified hostname discussed in step 1(a) under Vaultus Server Configuration and make sure AUTH_PORT is set to 11011.

3. Troubleshooting:

a. If an error 100 occurs when trying to authenticate, make sure that the fully qualified hostname from step 1(a) is resolving to the external IP assigned to the Vaultus server and AUTH_SERVER property under Options(Vaultus(CLIENTSERVICE is set to the fully qualified hostname from step 1(a).

b. From outside the company firewall ensure that you can telnet to ports 11011 and 11711 on the fully qualified hostname from step 1(a).
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